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1 Copies may be obtained at cost from the
National Technical Information Service, 5285
Port Royal Road, Springfield, VA 22161.

and impede case preparation. Providing ac-
cess rights normally afforded under the Pri-
vacy Act would provide the subject with val-
uable information that would allow inter-
ference with or compromise of witnesses or
render witnesses reluctant to cooperate; lead
to suppression, alteration, or destruction of
evidence; enable individuals to conceal their
wrongdoing or mislead the course of the in-
vestigation; and result in the secreting of or
other disposition of assets that would make
them difficult or impossible to reach in order
to satisfy any Government claim growing
out of the investigation or proceeding.

(iii) From subsection (e)(1) because it is
not always possible to detect the relevance
or necessity of each piece of information in
the early stages of an investigation. In some
cases, it is only after the information is eval-
uated in light of other evidence that its rel-
evance and necessity will be clear.

(iv) From subsections (e)(4)(G) and (H) be-
cause this system of records is compiled for
law enforcement purposes and is exempt
from the access provisions of subsections (d)
and (f).

(v) From subsection (e)(4)(I) because to the
extent that this provision is construed to re-
quire more detailed disclosure than the
broad, generic information currently pub-
lished in the system notice, an exemption
from this provision is necessary to protect
the confidentiality of sources of information
and to protect privacy and physical safety of
witnesses and informants. DLA will, never-
theless, continue to publish such a notice in
broad generic terms as is its current prac-
tice.

[DLAR 5400.21, 51 FR 33595, Sept. 22, 1986. Re-
designated at 56 FR 57803, Nov. 14, 1991, as
amended at 55 FR 32913, Aug. 13, 1990; 57 FR
40609, Sept. 4, 1992; 59 FR 9668, Mar. 1, 1994; 60
FR 3088, Jan. 13, 1995; 61 FR 2916, Jan. 30,
1996; 63 FR 25772, May 11, 1998]
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Subpart A—General information
§ 324.1 Issuance and purpose.

The Defense Finance and Accounting
Service fully implements the policy
and procedures of the Privacy Act and
the DoD 5400.11-R 1, ‘Department of De-
fense Privacy Program’ (see 32 CFR
part 310). This regulation supplements
the DoD Privacy Program only to es-
tablish policy for the Defense Finance
and Accounting Service (DFAS) and
provide DFAS unique procedures.

§ 324.2 Applicability and scope.
This regulation applies to all DFAS,

Headquarters, DFAS Centers, the Fi-
nancial System Organization (FSO),
and other organizational components.
It applies to contractor personnel who
have entered a contractual agreement
with DFAS. Prospective contractors
will be advised of their responsibilities
under the Privacy Act Program.

§ 324.3 Policy.
DFAS personnel will comply with the

Privacy Act of 1974, the DoD Privacy
Program and the DFAS Privacy Act
Program. Strict adherence is required
to ensure uniformity in the implemen-
tation of the DFAS Privacy Act Pro-
gram and to create conditions that will
foster public trust. Personal informa-
tion maintained by DFAS organiza-
tional elements will be safeguarded. In-
formation will be made available to the
individual to whom it pertains to the
maximum extent practicable. Specific
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DFAS policy is provided for Privacy
Act training, responsibilities, reporting
procedures and implementation re-
quirements. DFAS Components will
not define policy for the Privacy Act
Program.

§ 324.4 Responsibilities.
(a) Director, DFAS. (1) Ensures the

DFAS Privacy Act Program is imple-
mented at all DFAS locations.

(2) The Director, DFAS, will be the
Final Denial Appellate Authority. This
authority may be delegated to the Di-
rector for Resource Management.

(3) Appoints the Director for Exter-
nal Affairs and Administrative Sup-
port, or a designated replacement, as
the DFAS Headquarters Privacy Act
Officer.

(b) DFAS Headquarters General Coun-
sel. (1) Ensures uniformity is main-
tained in legal rulings and interpreta-
tion of the Privacy Act.

(2) Consults with DoD General Coun-
sel on final denials that are inconsist-
ent with other final decisions within
DoD. Responsible to raise new legal
issues of potential significance to other
Government agencies.

(3) Provides advice and assistance to
the DFAS Director, Center Directors,
and the FSO as required, in the dis-
charge of their responsibilities pertain-
ing to the Privacy Act.

(4) Acts as the DFAS focal point on
Privacy Act litigation with the Depart-
ment of Justice.

(5) Reviews Headquarters’ denials of
initial requests and appeals.

(c) DFAS Center Directors. (1) Ensures
that all DFAS Center personnel, all
personnel at subordinate levels, and
contractor personnel working with per-
sonal data comply with the DFAS Pri-
vacy Act Program.

(2) Serves as the DFAS Center Initial
Denial Authority for requests made as
a result of denying release of requested
information at locations within DFAS
Center authority. Initial denial author-
ity may not be redelegated. Initial de-
nial appeals will be forwarded to the
appropriate DFAS Center marked to
the attention of the DFAS Center Ini-
tial Denial Authority.

(d) Director, FSO. (1) Ensures that
FSO and subordinate personnel and
contractors working with personal

data comply with the Privacy Act Pro-
gram.

(2) Serves as the FSO Initial Denial
Authority for requests made as a result
of denying release of requested infor-
mation at locations within FSO au-
thority. FSO Initial denial authority
may not be redelegated.

(3) Appoints a Privacy Act Officer for
the FSO and each Financial System
Activity (FSA).

(e) DFAS Headquarters Privacy Act Of-
ficer. (1) Establishes, issues and updates
policy for the DFAS Privacy Act Pro-
gram and monitors compliance. Serves
as the DFAS single point of contact on
all matters concerning Privacy Act
policy. Resolves any conflicts resulting
from implementation of the DFAS Pri-
vacy Act Program policy.

(2) Serves as the DFAS single point
of contact with the Department of De-
fense Privacy Office. This duty may be
delegated.

(3) Ensures that the collection, main-
tenance, use and/or dissemination of
records of identifiable personal infor-
mation is for a necessary and lawful
purpose, that the information is cur-
rent and accurate for the intended use
and that adequate security safeguards
are provided.

(4) Monitors system notices for agen-
cy systems of records. Ensures that
new, amended, or altered notices are
promptly prepared and published. Re-
views all notices submitted by the
DFAS Privacy Act Officers for correct-
ness and submits same to the Depart-
ment of Defense Privacy Office for pub-
lication in the FEDERAL REGISTER.
Maintains and publishes a listing of
DFAS Privacy Act system notices.

(5) Establishes DFAS Privacy Act re-
porting requirement due dates. Com-
piles all Agency reports and submits
the completed annual report to the De-
fense Privacy Office. DFAS reporting
requirements are provided in appendix
A to this part.

(6) Conducts annual Privacy Act Pro-
gram training for DFAS Headquarters
(HQ) personnel. Ensures that subordi-
nate DFAS Center and FSO Privacy
Act Officers fulfill annual training re-
quirements.

(f) FSO and Financial System Activities
(FSAs) Legal Support. The FSO and sub-
ordinate FSA organizational elements
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